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1. Change of Address – The IT Acquisition Center has moved.  
Please change all address references from “1901 South Bell Street” to 
the following: 
 

GSA/FSS 
IT Acquisition Center 
CP #4; Room 606 
Arlington, VA  20406 
 

2. Paragraph A.3 North American Industry Classification System, 
DELETE in its Entirety and REPLACE with the Following: 
 
A.3 NORTH AMERICAN INDUSTRY CLASSIFICATION SYSTEM (NAICS)  
(X-FCI-006) (MAY 2006) 
 
a. Effective October 1, 2000, GSA switched from the Standard Industrial Classification System (SIC) to the 
North American Industry Classification System (NAICS) for Federal acquisitions.  NAICS is a new system 
developed to classify industries in more detail that the 1987 SIC system.  NAICS codes will be used throughout 
Federal acquisition in the same manner as the SIC codes were previously used. 

 
The Small Business Administration (SBA) has amended its regulations to convert small business size standards from 
the SIC system to NAICS.  The Federal Acquisition Regulation (FAR) has been amended to incorporate the change.   
 
b. Below is a chart for Special Item Numbers (SIN), NAICS and the corresponding size standard. 
 

SPECIAL ITEM 
NUMBER(S) 

NAICS 
 
NAICS DESCRIPTION 

 
SIZE 

132-8 334111 Electronic Computer Manufacturing 1,000 
132-8 334112 Computer Storage Device Manufacturing 1,000 
132-8 334113 Computer Terminals Manufacturing 1,000 
132-8 334119 Other Computer Peripheral Equipment Manufacturing (pt) 1,000 
132-8 334210 Telephone Apparatus Manufacturing 1,000 
132-8 334220 Radio and Television Broadcasting and Wireless Communications 

Equipment Manufacturing 
750 

132-8 334290 Other Communications Equipment Manufacturing 750 
132-8 334310 Audio and Video Equipment Manufacturing 750 
132-8 335931 Current-Carrying Wiring Device Manufacturing 500 
132-8 335932 Noncurrent-Carrying Wiring Device Manufacturing 500 
132-8 

132-60 
132-61 
132-62 

443120 Computer and Software Stores (pt) – Retail 500 

132-51  
132-52 

511199 All Other Publishing 500 

132-32 
132-33 
132-34 

511210 Software Publishers $23.0 
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SPECIAL ITEM 
NUMBER(S) 

NAICS 
 
NAICS DESCRIPTION 

 
SIZE 

132-52 516110 Internet Publishers and Broadcasting 500 
132-52 517110 Wired Telecommunications Carriers (pt) 1,500 
132-53 517211 Paging 1,500 
132-53 517212 Cellular and Other Wireless Telecommunications (pt) 1,500 
132-52 
132-53 

517310 Telecommunications Resellers (pt) 1,500 

132-52 
132-53 

517410 Satellite Telecommunications (pt) $13.5 

132-52 
132-53 

517910 Other Telecommunications $13.5 

132-52 518111 Internet Service Providers $23.0 
132-52 518112 Web Search Portals $6.5 
132-52 518210 Data Processing Services (pt) $23.0 
132-3 
132-4 

532420 Office Machinery and Equipment Rental and Leasing (pt) $23.0 

132-51 541511 Custom Computer Programming Services $23.0 
132-51 541512 Computer Systems Design Services (pt) $23.0 
132-51 541513 Computer Facilities Management Services $23.0 
132-51 
132-60 
132-61 
132-62 

541519 Other Computer Related Services $23.0 

132-50 611420 Computer Training, except Computer Repair $6.5 
132-12 811212 Computer and Office Machine Repair and Maintenance (pt) $23.0 

 
c. In the chart below, Offeror should indicate the NAICS code for each SIN(s) being offered.  If multiple 
codes are available for each SIN, insert only one NAICS, as it relates to the code that is expected to have the 
majority of sales. 
 

Special Item Number (SIN) NAICS Code 
132-3  Leasing of Product  

132-4  Daily / Short Term Rental  

132-8  Purchase of Equipment  

132-12  Maintenance of Equipment, Repair Service and/or Repair/Spare Parts  

132-32  Term Software License  

132-33  Perpetual Software License  

132-34  Maintenance of Software  

132-50  Training  

132-51  Professional Information Technology Services  

132-52  Electronic Commerce Services  

132-53  Wireless Services   

132-60  Access Certificates for Electronic Services (ACES) Program  

132-61 Public Key Infrastructure (PKI) Shared Service Provider (SSP) Program  

132-62 HSPD-12 Product and Service Components  



Modification Page 3 of 21 Pages 

3. Paragraph B.2 Products and Services Offered/Schedule of Items, 
DELETE Special Item Number (SIN) 132-60 in its Entirety and 
REPLACE with the Following: 
 
 
AUTHENTICATION PRODUCTS AND SERVICES – Authentication products and services provide for 
authentication of individuals for purposes of physical and logical access control, electronic signature, performance 
of E-business transactions and delivery of Government services.  Authentication Products and Services consist of 
hardware, software components and supporting services that provide for identity assurance.  Refer to clause C.65 
Authentication Products and Services for requirements that must be met prior to award. 
 
_____ SPECIAL ITEM NUMBER (SIN) 132-60 ACCESS CERTIFICATES FOR ELECTRONIC 
SERVICES (ACES) PROGRAM  (FPDS D399) 
 
Digital Certificate Products and accompanying PKI Services for external users to conduct electronic transactions 
with Federal agency applications.  This facilitates secure electronic access to government information and services 
using public key infrastructure/digital signature technology.  Digital Certificate Products and Services provide the 
speed and immediacy of electronic transactions while protecting business-critical information from interception, 
tampering, and unauthorized access.   
 
NOTE TO OFFERORS:  Refer to clause C. 65 for requirements that must be met prior to award. 
 

____ Signature Certificates 
 
____ Encryption Certificates 
 
____ Public Key Infrastructure (PKI) Professional Services to support implementation and integration 
for ordering activities applications 
 
____ Hardware Tokens – An optional hardware token for generation of key pairs and storage of the 
private key 
 
____ Bundled Packages – This enables ordering entities the ability to procure total solution packages 
for authorized contractors that meet all the requirements of the program management office.  This includes, 
but is not limited to reader, software, and hardware tokens. 

 
NOTE:  The General Services Administration (GSA) has established the Access Certificates for Electronic Services 
(ACES) Program to provide digital certificates and PKI services for enabling E-Government applications that 
require logical access control, digital signature and/or electronic authentication.  The ACES Program provides for 
the issuance of electronic credentials to individuals and entities external to the Federal Government.  The Federal 
PKI Policy Authority has approved the policies and requirements of the ACES Program to satisfy the Federal 
requirements for cross-certification with the Federal Bridge Certification Authority (FBCA) and participation in the 
Federal E-Authentication initiative.  
 
Federal agencies are advised that any authentication products they procure in order to facilitate access to Federal 
resources by external partners must meet the requirements of the E-Authentication Guidance for Federal Agencies 
for the level of assurance identified for the identified Federal resources.   
 
 
_____ SPECIAL ITEM NUMBER (SIN) 132-61 PUBLIC KEY INFRASTRUCTURE (PKI) SHARED 
SERVICE PROVIDER (SSP) PROGRAM (FPDS D399)  
 
X.509 Digital Certificate Products and accompanying PKI Services for internal use in Federal agencies and systems.  
This facilitates physical and electronic access to government facilities and networks by authorized personnel using 
public key infrastructure/digital signature technology that meets the U.S. Federal Public Key Infrastructure (PKI) 
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Common Policy Framework, and is a key enabler of identity assurance within the Federal sector for access control 
protecting Federal networks and information systems from unauthorized access, interception, and tampering.   
 
NOTE TO OFFERORS:  Refer to clause C. 65 for requirements that must be met prior to award. 
 

____ Personal Identity Verification Authentication Certificates 
 
____ Smart Card Authentication Certificates 
 
____ Digital Signature Certificates 
 
____ Key Management (Encryption) Certificates 
 
____ Public Key Infrastructure (PKI) Professional Services to support implementation and integration 
for ordering activities applications 

 
NOTE TO FEDERAL AGENCIES:  Homeland Security Presidential Directive 12 (HSPD-12), “Policy for a 
Common Identification Standard for Federal Employees and Contractors” establishes the requirement for a 
mandatory Government-wide standard for secure and reliable forms of identification issued by the Federal 
Government to its employees and contractors (including contractor employees) in order to enhance security, increase 
Government efficiency, reduce identity fraud, and protect personal privacy.  Further, the Directive requires the 
Department of Commerce to promulgate a Federal standard for secure and reliable forms of identification within six 
months of the date of the Directive.  As a result, the National Institute of Standards and Technology released Federal 
Information Processing Standard (FIPS) 201: Personal Identity Verification of Federal Employees and Contractors 
on February 25, 2005.  FIPS 201 requires that the digital certificates incorporated into the Personal Identity 
Verification identity credentials comply with the X.509 Certificate Policy for the U.S. Federal PKI Common Policy 
Framework.   
 
The Federal Government has established the PKI Shared Service Provider Program to insure that Digital Certificate 
Service Providers are compliant with the X.509 Certificate Policy for the U.S. Federal PKI Common Policy 
Framework.  Digital certificate service providers whose services are deemed to be compliant will be eligible to 
participate in this program. Federal agencies are advised that they may only procure X.509 digital certificates and 
services for internal use that meet the requirements established in FIPS 201.   
 
 
_____ SPECIAL ITEM NUMBER (SIN) 132-62 HSPD-12 PRODUCT AND SERVICE COMPONENTS 
(FPDS D399) 
 
HSPD-12 Product and Service components facilitates trusted physical and electronic access to government facilities 
and networks using smart card technology.  Personal Identity Verification (PIV) Credentials and Services are a key 
enabler of identity assurance for access control and protects Federal facilities and information systems from 
unauthorized access, interception, and tampering.   
 
NOTE TO OFFERORS:  Refer to clause C. 65 for requirements that must be met prior to award. 
 

____ PIV Enrollment and Registration, Products  
 
____ PIV Enrollment and Registration,  Services 
 
____ PIV Infrastructure Products  
 
____ PIV Infrastructure Services 
 
____ PIV Card Management and Production Products 
 
____ PIV Card Management and Production Services 
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____ PIV Card Activation and Finalization Products 
 
____ PIV Card Activation and Finalization Services 
 
____ PIV Integration Products and Services 
 
____ PIV Physical Access Control System Products  
 
____ PIV Logical  Access Control  Products  
 
____ Approved FIPS-201 Compliant Products 
 
____ Approved FIPS-201 Compliant Services 
 
____ Professional Services to support implementation and integration for ordering activities 
applications 

 
NOTE:  Homeland Security Presidential Directive 12: Policy for a Common Identification Standard for Federal 
Employees and Contractors establishes the requirement for a mandatory Government-wide standard for secure and 
reliable forms of identification issued by the Federal Government to its employees and contractors (including 
contractor employees) in order to enhance security, increase Government efficiency, reduce identity fraud, and 
protect personal privacy.  Further, the Directive requires the Department of Commerce to promulgate a Federal 
standard for secure and reliable forms of identification within six months of the date of the Directive.  As a result, 
the National Institute of Standards and Technology (NIST) released Federal Information Processing Standard (FIPS) 
201: Personal Identity Verification of Federal Employees and Contractors on February 25, 2005.  FIPS 201 requires 
that Federal identity badges referred to as PIV credentials, issued to Federal employees and contractors comply with 
the Standard and associated Special Publications 800-73, 800-76, 800-78, and 800-79.   
 
 
4. Paragraph C.2 Clauses Incorporated By Reference, DELETE the 
reference to FAR 52.209-6 and FAR 52.247-39, and REPLACE those 
references with the Following: 
 
CLAUSE CLAUSE TITLE DATED 
52.209-6 PROTECTING THE GOVERNMENT'S INTEREST WHEN SUBCONTRACTING 

WITH CONTRACTORS DEBARRED, SUSPENDED, OR PROPOSED FOR 
DEBARMENT   JAN 2005 

 
52.247-38 F.O.B INLAND CARRIER, COUNTRY OF EXPORTATION (DEVIATION – MAY 

2003) FEB 2006 
  
NOTE:  All other clauses referenced in C.2, remain in full force and effect. 
 
 
5. Paragraph C.3 Contract Terms and Conditions Applicable to 
GSA Acquisition of Commercial Items, DELETE the reference to 
GSAM 552.219-71, and REPLACE it with the Following: 
 
CLAUSE CLAUSE TITLE DATED 
552.219-71 NOTICE TO OFFERORS OF SUBCONTRACTING PLAN REQUIREMENTS JUN 2005 
 
NOTE:  All other clauses referenced in C.2, remain in full force and effect. 
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6. Paragraph C.10 Order Limitations, subparagraph (b) Maximum 
Order, DELETE SIN 132-60 and REPLACE it with the Following: 
 

ITEM NUMBER/SIN MAXIMUM ORDER 
132-60 $1,000,000 per order 
132-61 $1,000,000 per order 
132-62 $1,000,000 per order 

 
 
7. ADD the following paragraph to the end of Section C. 
 
C.65 AUTHENTICATION PRODUCTS AND SERVICES  (MAY 2006) (C-FCI-007) 
 
A. General Background. 
 
Authentication Products and Services provide for authentication of individuals for purposes of physical and logical 
access control, electronic signature, performance of E-business transactions and delivery of Government services.  
Authentication Products and Services consist of hardware, software components and supporting services that 
provide for identity assurance.    
 
Homeland Security Presidential Directive 12 (HSPD-12), “Policy for a Common Identification Standard for Federal 
Employees and Contractors” establishes the requirement for a mandatory Government-wide standard for secure and 
reliable forms of identification issued by the Federal Government to its employees and contractor employees 
assigned to Government contracts in order to enhance security, increase Government efficiency, reduce identity 
fraud, and protect personal privacy.  Further, the Directive requires the Department of Commerce to promulgate a 
Federal standard for secure and reliable forms of identification within six months of the date of the Directive.  As a 
result, the National Institute of Standards and Technology (NIST) released Federal Information Processing Standard 
(FIPS) 201: Personal Identity Verification of Federal Employees and Contractors on February 25, 2005.  FIPS 201 
requires that the digital certificates incorporated into the Personal Identity Verification (PIV) identity credentials 
comply with the X.509 Certificate Policy for the U.S. Federal PKI Common Policy Framework.  In addition, FIPS 
201 requires that Federal identity badges referred to as PIV credentials, issued to Federal employees and contractors 
comply with the Standard and associated NIST Special Publications 800-73, 800-76, 800-78, and 800-79.   
 
B. Special Item Numbers. 
 
The General Services Administration has established the E-Authentication Initiative (see URL: 
http://cio.gov/eauthentication) to provide common infrastructure for the authentication of the public and internal 
federal users for logical access to Federal E-Government applications and electronic services.  To support the 
government-wide implementation of HSPD-12 and the Federal E-Authentication Initiative, GSA is establishing the 
following Special Item Numbers (SINs): 
 

• SIN 132-60: Access Certificates for Electronic Services (ACES) Program. This program provides identity 
management and authentication services and ACES digital certificates for use primarily by external end 
users to access Federal Government electronic services and transactions in accordance with the X.509 
Certificate Policy for the Federal ACES Program.  

 
• SIN 132-61: PKI Shared Service Providers (PKI SSP) Program.  This program provides PKI services and 

digital certificates for use by Federal employees and contractors to the Federal Government in accordance 
with the X.509 Certificate Policy for the U.S. Federal PKI Common Policy Framework. 

 
• SIN 132-62: HSPD-12 Product and Service Components.  SIN 132-62 is established for products and 

services for agencies to implement the requirements of HSPD-12, FIPS-201 and associated NIST special 
publications.  The HSPD-12 implementation components specified under this SIN are:  

 

http://cio.gov/eauthentication
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o PIV enrollment and registration services,  
o PIV systems infrastructure,  
o PIV card management and production services,  
o PIV card finalization services, 
o Physical access control products and services, 
o Logical access control products and services, 
o PIV system integration services, and 
o Approved FIPS 201-Compliant products and services. 

 
C. Qualification Information. 
 
All of the products and services for the SINs listed above must be qualified as being compliant with Government-
wide requirements before they will be included on a GSA Information Technology (IT) Schedule contract.  The 
Qualification Requirements and associated evaluation procedures against the Qualification Requirements for each 
SIN and the specific Qualification Requirements for HSPD-12 implementation components are presented at the 
following URL: http//:www.idmanagement.gov.   
 
In addition, the National Institute of Standards and Technology (NIST) has established the NIST Personal Identity 
Verification Program (NPIVP) to evaluate integrated circuit chip cards and products against conformance 
requirements contained in FIPS 201.  GSA has established the FIPS 201Evaluation Program to evaluate other 
products needed for agency implementation of HSPD-12 requirements where normative requirements are specified 
in FIPS 201 and to perform card and reader interface testing for interoperability.   Products that are approved as 
FIPS-201 compliant through these evaluation and testing programs may be offered directly through SIN 132-62 
under the category “Approved FIPS 201-Compliant Products and services. 
 
D. Qualification Requirements. 
 
Offerors proposing products and services under Special Item Numbers (SINs) 132-60, 132-61 and 132-62 are 
required to provide the following: 
 

1. Proposed items must be determined to be compliant with Federal requirements for that Special 
Item Number.  Qualification Requirements and procedures for the evaluation of products and services are 
posted at the URL: http://www.idmanagement.gov.  GSA will follow these procedures in qualifying 
offeror’s products and services against the Qualification Requirements for applicable to SIN.  Offerors are 
encouraged to submit a proposal under the Multiple Award Schedule (MAS) Information Technology (IT) 
solicitation at the same time they submits products and services to be qualified.  Award for SINs132-60, 
132-61 and 132-62 will be dependent upon receipt of official documentation from the Acquisition Program 
Management Office (APMO) listed below verifying satisfactory qualification against the Qualification 
Requirements of the proposed SIN(s). 

  
2. After award, Contractor agrees that certified products and services will not be offered under any 
other SIN on any GSA Multiple Award Schedule. 

 
3. a. If the Contractor changes the products or services previously qualified, GSA may require 
the contractor to resubmit the products or services for re-qualification.   

 
 b. If the Federal Government changes the qualification requirements or standards, 
Contractor must resubmit the products and services for re-qualification. 

 
E. Demonstrating Conformance. 
 
The Federal Government has established Qualification Requirements for demonstrating conformance with the 
Standards.   The following websites provide additional information regarding the evaluation and qualification 
processes: 
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1. for Access Certificates for Electronic Services (ACES) and PKI  Shared Service Provider (SSP) 
Qualification Requirements and evaluation procedures:  http://www.idmanagement.gov; 
 
2. for HSPD-12 Product and Service Components Qualification Requirements and evaluation 
procedures: http://www. idmanagement.gov; 
 
3. for FIPS 201 compliant products and services qualification and approval procedures:  
http://www.csrc.nist.gov/piv-project/ and http://www.smart.gov . 

 
F. Acquisition Program Management Office (APMO). 
 
GSA has established the APMO to provide centralized technical oversight and management regarding the 
qualification process to industry partners and Federal agencies.  Contact the following APMO for information on the 
E-Authentication Qualification process. 
 

1. The Acquisition Program Management Office point-of-contact for Access Certificates for 
Electronic Services (ACES – SIN 132-60) and PKI Shared Service Providers (PKI SSP – SIN 132-61) is: 

 
Stephen P. Duncan 
Program Manager 
E-Authentication Program Management Office 
2011 Crystal Drive, Suite 911 
Arlington, VA 22202 
stephen.duncan@gsa.gov
703.872.8537 

 
2. The Acquisition Program Management Office point-of-contact for HSPD-12 Product and Service 
Components (SIN 132-62) is: 

 
Mike Brooks 
Director, Center for Smartcard Solutions 
Office of Center for Smartcard Solutions 
1800 F Street, N.W., Room 5010 
Washington, D.C. 20405 
202.501.2765 (telephone) 
202.208.3133 (fax) 

 
8. Paragraph D.1 Contract Terms and Conditions Required to 
Implement Statutes or Executive Orders – Commercial Items, 
subparagraph (b)(11) Restriction on Certain Foreign Purchases, 
DELETE in its Entirety and REPLACE with the Following: 
 
(11) 52.225-13, Restriction on Certain Foreign Purchases (FEB 2006) (E.o.s, proclamations, and statutes 

administered by the Office of Foreign Assets Control of the Department of the Treasury). 
 
 

9. Paragraph E.1 Instructions to Offerors – Commercial Items, 
DELETE in its Entirety and REPLACE with the Following: 
 
E.1 INSTRUCTIONS TO OFFERORS-COMMERCIAL ITEMS (FAR 52.212-1) (JAN 2006) is 
incorporated herein by reference. 

http://www.smart.gov/
mailto:tephen.duncan@gsa.gov
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10. Paragraph F.6 Goals for Subcontracting Plan, DELETE in its 
Entirety and REPLACE with the Following: 
 
F.6 GOALS FOR SUBCONTRACTING PLAN (GSAR 552.219-73) (JUNE 2005)  
(ALTERNATE I-JUNE 2005)  
 
(a) Maximum practicable utilization of small, HUBZone small, small disadvantaged, and women-owned small 
business concerns as subcontractors is a matter of national interest with both social and economic benefits. 
 

(1) The General Services Administration's (GSA's) commitment to ensuring that maximum 
practicable opportunity is provided to small, HUBZone small, small disadvantaged, women-owned, 
veteran-owned, and service-disabled veteran owned small business concerns to participate as 
subcontractors in the performance of this contract, consistent with its efficient performance, must be 
reflected in the offeror's subcontracting plan submitted pursuant to the clause of this contract at FAR 
52.219-9, Small Business Subcontracting Plan.  
 
(2) In addressing the eleven elements described at FAR 52.219-9(d), the offeror shall demonstrate that 
its subcontracting plan represents a creative and innovative program for involving small, HUBZone small, 
small disadvantaged, women-owned, veteran-owned, and service-disabled veteran owned small business 
concerns in performing this contract.  An offeror submitting a commercial products plan can demonstrate 
its commitment in providing maximum practicable opportunities through subcontracting opportunities it 
provides to small, HUBZone small, small disadvantaged, and women-owned, veteran-owned, and service-
disabled veteran owned small business concerns that relate to the offeror's production generally; i.e., for 
both its commercial and Government business. 
 
(3) The subcontracting plan shall include a description of the offeror's subcontracting strategies used 
in previous contracts and significant achievements, with an explanation of how this plan will build upon 
those earlier achievements.  Additionally, the offeror shall demonstrate through its plan that it understands 
the small business subcontracting program's objectives, GSA's expectations, and is committed to taking 
those actions necessary to meet these goals or objectives. 

 
(b) In determining the acceptability of any subcontracting plan, the Contracting Officer will- 
 

(1) Review the plan to verify that the offeror has demonstrated an understanding of the small business 
subcontracting program's objectives and GSA's expectations with respect to the programs and has included 
all the information, goals, and assurances required by FAR 52.219-9; 
 
(2) Consider previous goals and achievements of contractors in the same industry; 
 
(3) Consider information and potential sources obtained from agencies administering national and 
local preference programs and other advocacy groups in evaluating whether the goals stated in the plan 
adequately reflect the anticipated potential for subcontracting to small, HUBZone small, small 
disadvantaged, women-owned, veteran-owned, and service-disabled veteran owned small business 
concerns; and 
 
(4) Review the offeror's description of its strategies, historical performance and significant 
achievements in placing subcontracts for the same or similar products or services with small, HUBZone 
small, small disadvantaged, women-owned, veteran-owned, and service-disabled veteran owned small 
business concerns.  The offeror's description can apply to commercial as well as previous Government 
contracts. 

 
(c) Failure to submit an acceptable subcontracting plan and/or correct deficiencies in a plan within the time 
specified by the Contracting Officer shall make the offeror ineligible for award. 
 
NOTE: Refer to Attachments III and IV for guidance on creating a Small Business Subcontracting Plan. 
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11. Paragraph G.2 Trade Agreements, DELETE in its Entirety and 
REPLACE with the Following: 
 
G.2 TRADE AGREEMENTS (far 52.225-5) (JAN 2006) 
 
(a) Definitions. As used in this clause -  
 
Designated country means any of the following countries:  
 

(1) A World Trade Organization Government Procurement Agreement country 
 
Aruba Austria Belgium Canada Cyprus 
Czech Republic Denmark Estonia Finland France 
Germany Greece Hong Kong Hungary Iceland 
Ireland Israel Italy Japan Korea (Republic of) 
Latvia Liechtenstein Lithuania Luxembourg Malta 
Netherlands Norway Poland Portugal Singapore 
Slovak Republic Slovenia Spain Sweden Switzerland  
United Kingdom 
 
(2) A Free Trade Agreement country  
 
Australia Canada Chile Mexico  Singapore 
 
(3) A least developed country 
 
Afghanistan Angola Bangladesh Benin 
Bhutan Burkina Faso Burundi Cambodia 
Cape Verde Central African Republic Chad Comoros 
Democratic Republic of Congo Djibouti East Timor 
Equatorial Guinea Eritrea Ethiopia Gambia  
Guinea Guinea-Bissau Haiti Kiribati  
Laos Lesotho Madagascar Malawi 
Maldives Mali Mauritania Mozambique  
Nepal Niger Rwanda Samoa  
Sao Tome and Principe Senegal Sierra Leone Solomon Islands 
Somalia Tanzania Togo Tuvalu  
Uganda Vanuatu Yemen Zambia  
 
(4) A Caribbean Basin country  
 
Antigua and Barbuda Aruba Bahamas Barbados 
Belize British Virgin Islands Costa Rica Dominica 
Dominican Republic El Salvador Grenada Guatemala 
Guyana Haiti Honduras Jamaica 
Montserrat Netherlands Antilles Nicaragua  
St. Kitts and Nevis St. Lucia St. Vincent and the Grenadines  
Trinidad Tobago  
 

Designated country end product" means a WTO GPA country end product, an FTA country end product, a least 
developed county end product, or a Caribbean Basin country end product. 
 
(1) Means an article that--  
 

(i) (A) Is wholly the growth, product, or manufacture of a Caribbean Basin country; or  
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(B) In the case of an article that consists in whole or in part of materials from another 
country, has been substantially transformed in a Caribbean Basin country into a new and different 
article of commerce with a name, character, or use distinct from that of the article or articles from 
which it was transformed; and 

 
(ii) Is not excluded from duty-free treatment for Caribbean countries under 19 U.S.C. 2703(b). 

 
(A) For this reason, the following articles are not Caribbean Basin country end products:  

 
Tuna, prepared or preserved in any manner in airtight containers;. 

 
Petroleum, or any product derived from petroleum; 

 
Watches and watch parts (including cases, bracelets, and straps) of whatever type including, but 
not limited to, mechanical, quartz digital, or quartz analog, if such watches or watch parts contain 
any material that is the product of any country to which the Harmonized Tariff Schedule of the 
United States (HTSUS) column 2 rates of duty apply (i.e. Afghanistan, Cuba, Laos, North Korea, 
and Vietnam); and 

 
Certain of the following:  textiles and apparel articles; footwear, handbags, luggage, flat goods, 
work gloves, and leather wearing apparel; or handloomed, handmade, and folklore articles; 
 
(B) Access to the HTSUS to determine duty-free status of articles of these types is available 
at http://www.customs.ustreas.gov/impoexpo/impoexpo.htm.  In particular, see the following: 
 
General Note 3(c), Products Eligible for Special Tariff treatment. 
 
General Note 17, Products of Countries Designated as Beneficiary Countries under the United 
States—Caribbean Basin Trade Partnership Act of 2000. 
 
Section XXII, Chapter 98, Subchapter II, Articles Exported and Returned, Advanced or Improved 
Abroad, U.S. Note 7(b). 
 
Section XXII, Chapter 98, Subchapter XX, Goods Eligible for Special Tariff Benefits under the 
United States—Caribbean Basin Trade Partnership Act; and 

 
(2) Refers to a product offered for purchase under a supply contract, but for purposes of calculating the value 
of the acquisition, includes services (except transportation services) incidental to the article, provided that the value 
of those incidental services does not exceed that of the article itself. 
 
Designated country end product means an article that---- 
 

(1)  Is wholly the growth, product, or manufacture of a designated country; or  
 
(2)  In the case of an article that consists in whole or in part of materials from another country, has been 
substantially transformed in a designated country into a new and different article of commerce with a name, 
character, or use distinct from that of the article or articles from which it was transformed.  The term refers 
to a product offered for purchase under a supply contract, but for purposes of calculating the value of the 
end product includes services, (except transportation services) incidental to the article, provided that the 
value of those incidental services does not exceed that of the article itself. 

 
"Free Trade Agreement country end product" means an article that--  
 

(1) Is wholly the growth, product, or manufacture of a Free Trade Agreement (FTA) country; or  
 



Modification Page 12 of 21 Pages 

(2) In the case of an article that consists in whole or in part of materials from another country, has 
been substantially transformed in a FTA country into a new and different article of commerce with a name, 
character, or use distinct from that of the article or articles from which it was transformed. The term refers 
to a product offered for purchase under a supply contract, but for purposes of calculating the value of the 
end product includes services (except transportation services) incidental to the article, provided that the 
value of those incidental services does not exceed that of the article itself.  

 
"Least developed country end product" means an article that-  
 

(1) Is wholly the growth, product, or manufacture of a least developed country; or  
 
(2) In the case of an article that consists in whole or in part of materials from another country, has been 
substantially transformed in a least developed country into a new and different article of commerce with a 
name, character, or use distinct from that of the article or articles from which it was transformed. The term 
refers to a product offered for purchase under a supply contract, but for purposes of calculating the value of 
the end product, includes services (except transportation services) incidental to the article, provided that the 
value of those incidental services does not exceed that of the article itself.  

 
 
"WTO GPA country end product" means an article that-  
 

(1) Is wholly the growth, product, or manufacture of a WTO GPA country; or 
 
(2)  In the case of an article that consists in whole or in part of materials  from another country, has 
been substantially transformed in a WTO GPA country into a new and different article of commerce with a 
name, character, or use distinct from that of the article or articles from which it was transformed. The term 
refers to a product offered for purchase under a supply contract, but for purposes of calculating the value of 
the end product includes services, (except transportation services) incidental to the article, provided that the 
value of those incidental services does not exceed that of the article itself.  

 
End product means those articles, materials, and supplies to be acquired under the contract for public use. 
 
"United States" means the 50 States and the District of Columbia, and outlying areas.  
 
"U.S.-made end product" means an article that is mined, produced, or manufactured in the United States or that is 
substantially transformed in the United States into a new and different article of commerce with a name, character, 
or use distinct from that of the article or articles from which it was transformed. 
 
(b) Delivery of end products. The Contracting Officer has determined that the WTO GPA and FTAs apply to 
this acquisition. Unless otherwise specified, these trade agreements apply to all items in the Schedule. The 
Contractor shall deliver under this contract only U.S.-made or designated country end products except to the extent 
that, in its offer, it specified delivery of other end products in the provision entitled "Trade Agreements Certificate."  
 
(c) United States law will apply to resolve any claim of breach of this contract. 
 
 
12. DELETE Paragraph G.3 in its Entirety and REPLACE with the 
Following: 
 
G.3 Reserved 
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13. Paragraph G.4 Commercial Sales Practices Format, 
subparagraph (2), DELETE the SIN 132-60 and REPLACE with the 
following: 
 

   Projected Annual 
Special Item No. (SIN) SIN Description Sales  
 
Special Item No. 132-60 Access Certificates for Electronic Services (ACES)  

Program $ ______________ 
Special Item No. 132-61 Public Key Infrastructure (PKI) Shared Services 

Provider (SSP) Program $ ______________ 
Special Item No. 132-62 HSPD-12 Product and Service Components $_______________ 

 
 
14. Attachment I Guidelines for Format and Content of Federal 
Supply Schedule Information Technology Schedule Pricelist, make 
the following changes as indicated below: 
 
(a) Pricelist Cover Page: 
 

(i) DELETE SIN 132-60 from the list of applicable Special Item 
Numbers and REPLACE with the following: 

 
Special Item No. 132-60 Access Certificates for Electronic Services (ACES) Program 
Special Item No. 132-61 Public Key Infrastructure (PKI) Shared Service Provider (SSP) Program 
Special Item No. 132-62 HSPD-12 Product and Service Components 

(ii) DELETE the description and FPDS code for SIN 132-60 and 
REPLACE with the Following: 

 
AUTHENTICATION PRODUCTS AND SERVICES –  Authentication products and services provide for 
authentication of individuals for purposes of physical and logical access control, electronic signature, performance 
of E-business transactions and delivery of Government services.  Authentication Products and Services consist of 
hardware, software components and supporting services that provide for identity assurance.   Refer to clause C.65 
Authentication Products and Services for requirements that must be met prior to award. 
 
SPECIAL ITEM NO. 132-60 ACCESS CERTIFICATES FOR ELECTRONIC SERVICES (ACES) 
PROGRAM (FPDS D399) 
 
Digital Certificate Products and accompanying PKI Services for external users to conduct electronic transactions 
with Federal agency applications.  This facilitates secure electronic access to government information and services 
using public key infrastructure/digital signature technology.  Digital Certificate Products and Services provide the 
speed and immediacy of electronic transactions while protecting business-critical information from interception, 
tampering, and unauthorized access.   
 
SPECIAL ITEM NO. 132-61 PUBLIC KEY INFRASTRUCTURE (PKI) SHARED SERVICE PROVIDER 
(SSP) PROGRAM (FPDS D399) 
 
X.509 Digital Certificate Products and accompanying PKI Services for internal use in Federal agencies and systems.  
This facilitates physical and electronic access to government facilities and networks by authorized personnel using 



Modification Page 14 of 21 Pages 

public key infrastructure/digital signature technology that meets the U.S. Federal Public Key Infrastructure (PKI) 
Common Policy Framework, and is a key enabler of identity assurance within the Federal sector for access control 
protecting Federal networks and information systems from unauthorized access, interception, and tampering.   
 
SPECIAL ITEM NO. 132-62 HSPD-12 PRODUCT AND SERVICE COMPONENTS (FPDS D399) 
 
Personal Identity Verification (PIV) Credentials and Services.  This facilitates trusted physical and electronic access 
to government facilities and networks using smart card technology.  PIV Credentials and Services is a key enabler of 
identity assurance for access control and protects Federal facilities and information systems from unauthorized 
access, interception, and tampering.   
 
 
(b) Information for Ordering Offices, paragraph (11), DELETE in its 
Entirety and REPLACE with the Following: 
 
11. MAXIMUM ORDER (All dollar amounts are exclusive of any discount for prompt payment.) 
 
a. The Maximum Order value for the following Special Item Numbers (SINs) is $500,000: 

Special Item Number 132-3 - Leasing of Product 
Special Item Number 132-4 – Daily / Short Term Rental 
Special Item Number 132-8 - Purchase of Equipment 
Special Item Number 132-12 – Maintenance of  Equipment, Repair Service, and Repair Parts/Spare Parts 
Special Item Number 132-32 - Term Software Licenses 
Special Item Number 132-33 - Perpetual Software Licenses 
Special Item Number 132-34 – Maintenance of Software 
Special Item Number 132-51 - Information Technology (IT) Professional Services 
Special Item Number 132-52 - Electronic Commerce (EC) Services 
Special Item Number 132-53 – Wireless Services 
 

b. The Maximum Order value for the following Special Item Numbers (SINs) is $25,000: 
Special Item Number 132-50 - Training Courses 

 
c. The Maximum Order value for the following Special Item Numbers (SINs) is $1,000,000: 

Special Item Number 132-60 – Access Certificates for Electronic Services (ACES) Program 
Special Item Number 132-61 – Public Key Infrastructure (PKI) Shared Service Provider (SSP) Program 
Special Item Number 132-62 – HSPD-12 Product and Service Components 
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(c) DELETE the Terms and Conditions Applicable to Authentication 
Products and Services for Special Item Number 132-60 in its Entirety 
and REPLACE with the Following: 
 

 
TERMS AND CONDITIONS APPLICABLE TO  

AUTHENTICATION PRODUCTS AND SERVICES 
(SPECIAL ITEM NUMBER 132-60; 

SPECIAL ITEM NUMBER 132-61; AND 
SPECIAL ITEM NUMBER 132-62) 

 
AUTHENTICATION PRODUCTS AND SERVICES (MAY 2006) (C-FCI-007) 
 
A. General Background. 
 
Authentication Products and Services provide for authentication of individuals for purposes of physical and logical 
access control, electronic signature, performance of E-business transactions and delivery of Government services.  
Authentication Products and Services consist of hardware, software components and supporting services that 
provide for identity assurance.    
 
Homeland Security Presidential Directive 12 (HSPD-12), “Policy for a Common Identification Standard for Federal 
Employees and Contractors” establishes the requirement for a mandatory Government-wide standard for secure and 
reliable forms of identification issued by the Federal Government to its employees and contractor employees 
assigned to Government contracts in order to enhance security, increase Government efficiency, reduce identity 
fraud, and protect personal privacy.  Further, the Directive requires the Department of Commerce to promulgate a 
Federal standard for secure and reliable forms of identification within six months of the date of the Directive.  As a 
result, the National Institute of Standards and Technology (NIST) released Federal Information Processing Standard 
(FIPS) 201: Personal Identity Verification of Federal Employees and Contractors on February 25, 2005.  FIPS 201 
requires that the digital certificates incorporated into the Personal Identity Verification (PIV) identity credentials 
comply with the X.509 Certificate Policy for the U.S. Federal PKI Common Policy Framework.  In addition, FIPS 
201 requires that Federal identity badges referred to as PIV credentials, issued to Federal employees and contractors 
comply with the Standard and associated NIST Special Publications 800-73, 800-76, 800-78, and 800-79.   
 
B. Special Item Numbers. 
 
The General Services Administration has established the E-Authentication Initiative (see URL: 
http://cio.gov/eauthentication) to provide common infrastructure for the authentication of the public and internal 
federal users for logical access to Federal E-Government applications and electronic services.  To support the 
government-wide implementation of HSPD-12 and the Federal E-Authentication Initiative, GSA is establishing the 
following Special Item Numbers (SINs): 
 

• SIN 132-60: Access Certificates for Electronic Services (ACES) Program. This program provides 
identity management and authentication services and ACES digital certificates for use primarily by external 
end users to access Federal Government electronic services and transactions in accordance with the X.509 
Certificate Policy for the Federal ACES Program.  

 
• SIN 132-61: PKI Shared Service Providers (PKI SSP) Program.  This program provides PKI 
services and digital certificates for use by Federal employees and contractors to the Federal Government in 
accordance with the X.509 Certificate Policy for the U.S. Federal PKI Common Policy Framework. 

 
• SIN 132-62: HSPD-12 Product and Service Components.  SIN 132-62 is established for products 
and services for agencies to implement the requirements of HSPD-12, FIPS-201 and associated NIST 
special publications.  The HSPD-12 implementation components specified under this SIN are:  

http://cio.gov/eauthentication
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• PIV enrollment and registration services,  
• PIV systems infrastructure,  
• PIV card management and production services,  
• PIV card finalization services, 
• Physical access control products and services, 
• Logical access control products and services, 
• PIV system integration services, and 
• Approved FIPS 201-Compliant products and services. 

 
C. Qualification Information. 
 
All of the products and services for the SINs listed above must be qualified as being compliant with Government-
wide requirements before they will be included on a GSA Information Technology (IT) Schedule contract.  The 
Qualification Requirements and associated evaluation procedures against the Qualification Requirements for each 
SIN and the specific Qualification Requirements for HSPD-12 implementation components are presented at the 
following URL: http//:www.idmanagement.gov.   
 
In addition, the National Institute of Standards and Technology (NIST) has established the NIST Personal Identity 
Verification Program (NPIVP) to evaluate integrated circuit chip cards and products against conformance 
requirements contained in FIPS 201.  GSA has established the FIPS 201Evaluation Program to evaluate other 
products needed for agency implementation of HSPD-12 requirements where normative requirements are specified 
in FIPS 201 and to perform card and reader interface testing for interoperability.   Products that are approved as 
FIPS-201 compliant through these evaluation and testing programs may be offered directly through SIN 132-62 
under the category “Approved FIPS 201-Compliant Products and services. 
 
D. Qualification Requirements. 
 
Offerors proposing products and services under Special Item Numbers (SINs) 132-60, 132-61 and 132-62 are 
required to provide the following: 
 

1. Proposed items must be determined to be compliant with Federal requirements for that Special 
Item Number.  Qualification Requirements and procedures for the evaluation of products and services are 
posted at the URL: http://www.idmanagement.gov.  GSA will follow these procedures in qualifying 
offeror’s products and services against the Qualification Requirements for applicable to SIN.  Offerors are 
encouraged to submit a proposal under the Multiple Award Schedule (MAS) Information Technology (IT) 
solicitation at the same time they submits products and services to be qualified.  Award for SINs132-60, 
132-61 and 132-62 will be dependent upon receipt of official documentation from the Acquisition Program 
Management Office (APMO) listed below verifying satisfactory qualification against the Qualification 
Requirements of the proposed SIN(s). 

 
2. After award, Contractor agrees that certified products and services will not be offered under any 
other SIN on any GSA Multiple Award Schedule. 

 
3. a. If the Contractor changes the products or services previously qualified, GSA may require 
the contractor to resubmit the products or services for re-qualification.   

 
b. If the Federal Government changes the qualification requirements or standards, 

Contractor must resubmit the products and services for re-qualification. 
 
E. Demonstrating Conformance. 
 
The Federal Government has established Qualification Requirements for demonstrating conformance with the 
Standards.   The following websites provide additional information regarding the evaluation and qualification 
processes: 
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1. for Access Certificates for Electronic Services (ACES) and PKI  Shared Service Provider (SSP) 
Qualification Requirements and evaluation procedures:  http://www.idmanagement.gov; 

 
2. for HSPD-12 Product and Service Components Qualification Requirements and evaluation 
procedures: http://www. idmanagement.gov; 
 
3. for FIPS 201 compliant products and services qualification and approval procedures:  
http://www.csrc.nist.gov/piv-project/ and http://www.smart.gov . 

 
F. Acquisition Program Management Office (APMO). 
 
GSA has established the APMO to provide centralized technical oversight and management regarding the 
qualification process to industry partners and Federal agencies.  Contact the following APMO for information on the 
E-Authentication Qualification process. 
 

1. The Acquisition Program Management Office point-of-contact for Access Certificates for 
Electronic Services (ACES – SIN 132-60) and PKI Shared Service Providers (PKI SSP – SIN 132-61) is: 

 
Stephen P. Duncan 
Program Manager 
E-Authentication Program Management Office 
2011 Crystal Drive, Suite 911 
Arlington, VA 22202 
stephen.duncan@gsa.gov
703.872.8537 

 
2. The Acquisition Program Management Office point-of-contact for HSPD-12 Product and Service 
Components is: 

 
Mike Brooks 
Director, Center for Smartcard Solutions 
Office of Center for Smartcard Solutions 
1800 F Street, N.W., Room 5010 
Washington, D.C. 20405 
202.501.2765 (telephone) 
202.208.3133 (fax) 

 
1. ORDER 
 
a. Agencies may use written orders, EDI orders, blanket purchase agreements, individual purchase orders, or 
task orders for ordering authentication products and services under this contract.  Blanket Purchase Agreements 
shall not extend beyond the end of the contract period; all services and delivery shall be made and the contract terms 
and conditions shall continue in effect until the completion of the order.  Orders for tasks which extend beyond the 
fiscal year for which funds are available shall include FAR 52.232-19 (Deviation – May 2003) Availability of Funds 
for the Next Fiscal Year.  The purchase order shall specify the availability of funds and the period for which funds 
are available. 
 
b. All task orders are subject to the terms and conditions of the contract.  In the event of conflict between a 
task order and the contract, the contract will take precedence. 
 
c. When placing an order, ordering activities may deal directly with the contractor or ordering activities may 
send the requirement to the Program Management Office to received assisted services for a fee. 
 

http://www.smart.gov/
mailto:tephen.duncan@gsa.gov
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2. PERFORMANCE OF SERVICES 
 
a. The Contractor shall commence performance of services on the date agreed to by the Contractor and the 
ordering activity.  
 
b. The Contractor agrees to render services only during normal working hours, unless otherwise agreed to by 
the Contractor and the ordering activity.  
 
c. The ordering activity should include the criteria for satisfactory completion for each task in the Statement 
of Work or Delivery Order.  Services shall be completed in a good and workmanlike manner. 
 
d. Any Contractor travel required in the performance of  the Services under SINs 132-60, 132-61 and 132-62 
must comply with the Federal Travel Regulation or Joint Travel Regulations, as applicable, in effect on the date(s) 
the travel is performed. Established Federal Government per diem rates will apply to all Contractor travel.  
Contractors cannot use GSA city pair contracts. 
 
 
3. STOP-WORK ORDER (FAR 52.242-15) (AUG 1989) 
 
(a) The Contracting Officer may, at any time, by written order to the Contractor, require the Contractor to stop 
all, or any part, of the work called for by this contract for a period of 90 days after the order is delivered to the 
Contractor, and for any further period to which the parties may agree. The order shall be specifically identified as a 
stop-work order issued under this clause. Upon receipt of the order, the Contractor shall immediately comply with 
its terms and take all reasonable steps to minimize the incurrence of costs allocable to the work covered by the order 
during the period of work stoppage. Within a period of 90 days after a stop-work is delivered to the Contractor, or 
within any extension of that period to which the parties shall have agreed, the Contracting Officer shall either-  
 

(1) Cancel the stop-work order; or  
 
(2) Terminate the work covered by the order as provided in the Default, or the Termination for 
Convenience of the Government, clause of this contract.  

 
(b) If a stop-work order issued under this clause is canceled or the period of the order or any extension thereof 
expires, the Contractor shall resume work. The Contracting Officer shall make an equitable adjustment in the 
delivery schedule or contract price, or both, and the contract shall be modified, in writing, accordingly, if-  
 

(1) The stop-work order results in an increase in the time required for, or in the Contractor's cost 
properly allocable to, the performance of any part of this contract; and  
 
(2)  The Contractor asserts its right to the adjustment within 30 days after the end of the period of 
work stoppage; provided, that, if the Contracting Officer decides the facts justify the action, the Contracting 
Officer may receive and act upon the claim submitted at any time before final payment under this contract.  

 
(c) If a stop-work order is not canceled and the work covered by the order is terminated for the convenience of 
the Government, the Contracting Officer shall allow reasonable costs resulting from the stop-work order in arriving 
at the termination settlement.  
 
(d)  If a stop-work order is not canceled and the work covered by the order is terminated for default, the 
Contracting Officer shall allow, by equitable adjustment or otherwise, reasonable costs resulting from the stop-work 
order.  
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4. INSPECTION OF SERVICES 
 
The Inspection of Services–Fixed Price (AUG 1996) (Deviation – May 2003) clause at FAR 52.246-4 applies to 
firm-fixed price orders placed under this contract.  The Inspection–Time-and-Materials and Labor-Hour (JAN 1986) 
(Deviation – May 2003) clause at FAR 52.246-6 applies to time-and-materials and labor-hour orders placed under 
this contract.  
 
 
5. RESPONSIBILITIES OF THE ORDERING ACTIVITY 
 
Subject to security regulations, the ordering activity shall permit Contractor access to all facilities necessary to 
perform the requisite services. 
 
 
6. INDEPENDENT CONTRACTOR 
 
All services performed by the Contractor under the terms of this contract shall be an independent Contractor, and not 
as an agent or employee of the ordering activity. 
 
 
7. ORGANIZATIONAL CONFLICTS OF INTEREST 
 
a. Definitions. 
“Contractor” means the person, firm, unincorporated association, joint venture, partnership, or corporation that is a 
party to this contract. 
 
“Contractor and its affiliates” and “Contractor or its affiliates” refers to the Contractor, its chief executives, 
directors, officers, subsidiaries, affiliates, subcontractors at any tier, and consultants and any joint venture involving 
the Contractor, any entity into or with which the Contractor subsequently merges or affiliates, or any other successor 
or assignee of the Contractor. 
 
An “Organizational conflict of interest” exists when the nature of the work to be performed under a proposed 
ordering activity contract, without some restriction on ordering activities by the Contractor and its affiliates, may 
either (i) result in an unfair competitive advantage to the Contractor or its affiliates or (ii) impair the Contractor’s or 
its affiliates’ objectivity in performing contract work. 
 
b. To avoid an organizational or financial conflict of interest and to avoid prejudicing the best interests of the 
ordering activity, ordering activities may place restrictions on the Contractors, its affiliates, chief executives, 
directors, subsidiaries and subcontractors at any tier when placing orders against schedule contracts.  Such 
restrictions shall be consistent with FAR 9.505 and shall be designed to avoid, neutralize, or mitigate organizational 
conflicts of interest that might otherwise exist in situations related to individual orders placed against the schedule 
contract.  Examples of situations, which may require restrictions, are provided at FAR 9.508. 
 
 
8. INVOICES 
 
The Contractor, upon completion of the work ordered, shall submit invoices for products and/or services.  Progress 
payments may be authorized by the ordering activity on individual orders if appropriate.  Progress payments shall be 
based upon completion of defined milestones or interim products.  Invoices shall be submitted monthly for recurring 
services performed during the preceding month.  
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9. PAYMENTS 
 
For firm-fixed price orders the ordering activity shall pay the Contractor, upon submission of proper invoices or 
vouchers, the prices stipulated in this contract for service rendered and accepted.  Progress payments shall be made 
only when authorized by the order.  For time-and-materials orders, the Payments under Time-and-Materials and 
Labor-Hour Contracts at FAR 52.232-7 (DEC 2002), (Alternate II – Feb 2002) (Deviation – May 2003) applies to 
time-and-materials orders placed under this contract.  For labor-hour orders, the Payment under Time-and-Materials 
and Labor-Hour Contracts at FAR 52.232-7 (DEC 2002), (Alternate II – Feb 2002) (Deviation – May 2003)) applies 
to labor-hour orders placed under this contract. 
 
 
10. RESUMES 
 
Resumes shall be provided to the GSA Contracting Officer or the user ordering activity upon request. 
 
 
11. INCIDENTAL SUPPORT COSTS 
 
Incidental support costs are available outside the scope of this contract.  The costs will be negotiated separately with 
the ordering activity in accordance with the guidelines set forth in the FAR. 
 
 
12. APPROVAL OF SUBCONTRACTS 
 
The ordering activity may require that the Contractor receive, from the ordering activity's Contracting Officer, 
written consent before placing any subcontract for furnishing any of the work called for in a task order. 
 
13. DESCRIPTION OF AUTHENTICATION PRODUCTS, SERVICES AND PRICING  
 
**NOTE TO CONTRACTORS:  The information provided below is designed to assist Contractors in providing 
complete descriptions and pricing information for the Authentication Products and Services offered.  This language 
should NOT be printed as part of the Information Technology Schedule Pricelist; instead, Contractors should 
provide the same type of information as it relates to the products and services offered under the contract.** 
 
a. The Contractor shall provide a description of each type of Authentication Product and Service offered 
under Special Item Numbers 132-60, 132-61 and/or 132-62. Authentication Products and Services should be 
presented in the same manner as the Contractor sells to its commercial and other ordering activity customers.  For 
services, if the Contractor is proposing hourly rates, a description of all corresponding commercial job titles (labor 
categories) for those individuals who will perform the service should be provided. 
 
b. Pricing for all Authentication Products and Services shall be in accordance with the Contractor’s customary 
commercial practices; e.g., hourly rates, monthly rates, term rates, and/or fixed prices.  
The following is an example of the manner in which the description of a commercial job title should be presented:  
 
EXAMPLE:  Commercial Job Title:  System Engineer 
 
Minimum/General Experience:  Three (3) years of technical experience which applies to systems analysis and 
design techniques for complex computer systems.  Requires competence in all phases of systems analysis 
techniques, concepts and methods; also requires knowledge of available hardware, system software, input/output 
devices, structure and management practices. 
 
Functional Responsibility:  Guides users in formulating requirements, advises alternative approaches, and conducts 
feasibility studies. 
 
Minimum Education:  Bachelor’s Degree in Computer Science 
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c. For Special Item Number 132-62, HSPD-12 Product and Service Components: 
 

i. Bundled equipment pricing is requested for the following product components:  
 
- enrollment and registration products,  
 
- PIV card management and production products,  
 
- PIV card activation and  
 
- finalization products.   
 

ii. Seat pricing is requested for the following service components offered as managed services: 
 

- enrollment and registration services,  
 
- PIV card management and production services,  
 
- PIV card activation and  
 
- finalization services.   
 

iii. Bundled equipment categories, managed service categories and the requirements for bundled 
equipment and managed service Qualification Requirements are presented at the website: 
http://www.idmanagement.gov. 

 

http://www.idmanagement.gov/
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